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Aim. To consider the legal and ethical aspects of DNA identification and theft of genetic information,
to study the opinions of students of Toraigyrov University about the possible risks of theft of genetic infor-
mation.

Materials and methods. A questionnaire was compiled for the study. This survey was conducted to
study the awareness and opinions of students regarding the topic. Questions include determining the level
of knowledge about DNA identification methods, assessing the fears and concerns of intruders about the
theft or abuse of genetic information, understanding public opinion regarding genetic privacy protection
measures and legislation. These questions helped determine not only the respondents’ knowledge and
understanding of genetic concepts, but also their attitude to the issues of privacy, ethics and regulation of
the use of genetic information.

The survey on the topic «DNA identification and theft of genetic information» involved 103
respondents. Of these, 96% are students, and the remaining 4% are graduates of Toraigyrov university,
that is, employees who currently work in various institutions of the city.

Results and discussion. The results show that, firstly, there is a high level of awareness about the
possible risks of DNA theft, which indicates the urgency of this problem in society. Secondly, half of the re-
spondents expressed concern about the possibility of abuse of their genetic information and supported the
introduction of strict security measures to protect their privacy. The third result indicated that most respond-
ents were willing to take precautions, such as protecting personal information and using safe methods to
store DNA samples.
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INTRODUCTION

Theft of genetic information is the illegal
acquisition or use of someone else's DNA material
without the consent of the owner. This can include
access to genetic information from genetic tests,
medical records, and even DNA fragments. The
purpose of DNA theft is to obtain information about
hereditary diseases, personal identification or use
data for fraud and discrimination [1].

Modern society is on the verge of a biotech-
nological revolution that will radically change our un-
derstanding of Health, Personal Identification and
the protection of personal information [2]. DNA
identification is one of the key technologies that has
had a significant impact on many areas of life and is
widely used in forensic science, medicine, gene-
alogy and even in everyday life. However, with the
development of these technologies, new threats are
emerging, such as theft and abuse of genetic
information.

DNA theft is a crime that has serious
consequences for people's privacy and security.
This can lead to a violation of the confidentiality of
genetic information, improper use of personal
information, and even false accusations of a crime.
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The topic is important for society in protecting the
rights of citizens to privacy and security [3, 4].

Discussion of DNA theft in society is impor-
tant to raise awareness of possible threats to the
confidentiality of Genetic Information [5, 6]. This will
help people understand the importance of protecting
genetic information and take appropriate precauti-
ons, such as choosing reliable genetic testing labo-
ratories, setting strong passwords to access online
accounts. Such discussions may also contribute to
the development of legislation aimed at protecting
the confidentiality of genetic information [7, 8, 9, 10].

Genetic information can reveal many aspects
of a person, including genetic predispositions to
various diseases and health conditions, hereditary
characteristics such as eye color, hair color and skin
type, and information about family relationships [11].
In addition, it can be used to determine ethnic origin
and various physiological characteristics. All this
makes genetic information very valuable, sensitive
and requires special care.

Given the rapid advances in genomic
analysis technologies and potential threats to data
privacy, it may be appropriate to strengthen genetic
information laws. This may include expanding the
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rights of data subjects, stricter requirements for the
protection and processing of genetic information,
and the introduction of sanctions for violations. Such
measures help maintain public confidence in the
processing of genetic information and effectively
protect the privacy of citizens [12].

Genetic information is unique and very
individual. Publishing such data without a person's
consent violates their right to privacy. This can lead
to the use of personal information without a citizen's
permission, which in turn poses a serious threat to
personal security and Privacy [13].

There is no specific legislation in Kazakhstan
to protect the genetic information of citizens.
However, data protection and privacy laws such as
the personal data and Protection Act (2013) may
apply to genetic information in certain contexts. The
law of the Republic of Kazakhstan on «Personal
data and their protection» establishes the legal
basis for the processing and protection of personal
data of citizens. This law regulates the collection,
storage, use of personal data, including genetic
information, and provides for measures to ensure its
confidentiality and security [14].

The aim of the study was to examine the
risks of DNA identity and genetic information theft.

MATERIALS AND METHODS

103 respondents took part in the survey on
«DNA identification and theft of genetic informa-
tion». Of these, 96% were students and the remai-
ning 4% were graduates of Toraigyrov University,
i.e. employees who are currently working in various
institutions of the city. This survey was conducted to
explore students' awareness and opinion on this
topic. Objectives included determining the level of
knowledge about DNA identification methods,
assessing the fear and concern of malicious actors
about the theft or misuse of genetic information, and
understanding public opinion regarding genetic
privacy protections and legislation. These questions
helped determine not only respondents' knowledge
and understanding of genetic concepts, but also
their attitudes toward privacy, ethics, and regulation
of the use of genetic information. The results were
to determine respondents' awareness of the

dangers associated with the leakage of genetic
information and the support and need for legislative
action to protect privacy in this area.

Responses to the first two questions were
designed to determine respondents' knowledge and
understanding of basic genetic concepts and their
attitudes toward issues related to privacy and
protection of genetic information (Table 1).

The following survey questions reflect the level
of public concern and awareness about the confiden-
tiality of genetic information, and assess public
opinion and needs for the protection of genetic
information. The question on knowledge of DNA theft
assesses how familiar people are with the potential
threats associated with the theft of genetic infor-
mation and these risks, and whether they under-
stand the importance of this issue.

The question on the privacy threat of DNA
theft reflects respondents' level of awareness of the
potential risks associated with the theft of genetic
information and determines the extent to which they
understand the importance of this risk to their own
privacy (Table 2).

The following three questions illustrate
ways to know possible human consequences,
identify the motives of attackers, and develop
security measures to protect genetic information
(Table 3).

It is important to evaluate the effectiveness of
the legislation and identify technological means to
protect DNA (Table 4).

The importance of questions about the ethics
of genetic information collection and the problem of
DNA theft in society:

o they raise public awareness of the ethical
issues surrounding the collection and use of genetic
information, which can influence public opinion and
legislative decisions in this area;

e promotes discussion and awareness of the
importance of protecting the confidentiality
of genetic information, leading to the development
and implementation of effective security measures;

e assist in identifying problems and risks
associated with DNA theft, which are crucial
for organizing preventive measures and reducing
risks to society (Table 5).

Table 1 — Questions about the concepts of DNA and genetic information

Ne | Questions

Answers

How would you describe The Sun;

1 the concept of DNA?

The process of converting light into electrical energy in the elements of

Group of chemical compounds involved in the respiratory process;
C. A genetic virus that affects the structure of the cell membrane;
D. A molecule that carries genetic information that determines the
structure and function of living organisms.

What is genetic
2 information?

Instructions encoded in DNA that determine the development and func-
tion of living organisms;

Special recipes for the preparation of genetically modified products;
Group of secret codes for bank accounts;

Fiction created to describe genetic research in the literature.
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RESULTS AND DISCUSSION

When asked about the concept of DNA and
genetic information, 93% answered correctly and
the remaining 7% answered incorrectly. From this
we can conclude that most of the respondents know
important terms about genetics.

Only 22% of the respondents were very con-
cerned about the privacy of genetic information,
29% of the respondents were not particularly con-

cerned about it, 27% were not sure if they should be
concerned, and the other 22% did not know or were
not interested in it. 7% of respondents had kno-
wledge about DNA theft, 23% had basic knowledge,
26% of respondents had limited knowledge and
44% did not care. 28% of the respondents think
DNA theft is dangerous, 32% are not sure of the
risk, 10% do not think it is dangerous and 30% are
not interested in the topic.

Table 2 — Questions about awareness, fears and risks of genetic information theft

Ne Questions Answers
Are you worried A) Yes, | am very concerned about the confidentiality of genetic information;
about the B. No, | have no special concerns about this;
3 | confidentiality of your | C. | don't know if it's worth worrying about the confidentiality of genetic
genetic information? | information; . . o _
D. I have no knowledge or interest in genetic information.
How d A. | have fully mastered the topic of DNA theft;
OW dO you assess B. | know the basics, but | have no deep knowledge of the issue of DNA
your awareness of theft:
4 tﬂef;isue of DNA C. My knowledge of DNA theft is limited, but I've heard about this issue
eftr D. I am not very aware of the issue of DNA theft, nor was | interested in it;
E. | don't know about the problem of DNA theft.
) A. Yes, | believe that DNA theft can seriously disrupt the privacy of citizens;
Do you think that B. Maybe, but | don't know how real or dangerous DNA theft is;
DNA theft is a C. No, | don't think DNA theft poses a serious threat to privacy;
5 | serious threattothe | D. | cannot form an opinion on the importance of the risk of DNA theft
privacy of citizens? because | have not received enough information;
E. It is difficult to answer because we do not know the question of DNA theft.

Table 3 — Questions about motives for DNA theft and security measures

person whose DNA
was stolen?

Ne Questions Answers
A. | believe that the main threat is the potential disclosure of personal data
and the loss of privacy;
What are the B. Loss of Health Information and possible discrimination in employment;
6 | consequences of a C. The possibility of using stolen DNA for fraud or other illegal purposes;

D. The possibility of psychological and emotional consequences such as
stress and anxiety in the event of genetic data leakage;

E. Difficulties may arise in personal relationships, especially if the stolen data
reveals information about Hereditary aspects.

What do you think
the motives of the

A. Ethnic or racial reasons: seeking information to discriminate on the basis
of ethnicity or race;
B. Financial gain: selling stolen genetic information on the black market;

take to prevent
possible DNA theft?

7 : 4 C. Medical motives: uncoordinated use of DNA in medical research;
intruder could be in [ p. Extortion: disclosure of genetic information in order to gain the benefit of
the theft of DNA? extortion:
E. Personal Identification: the use of stolen information for personal benefit.
A. | avoid sharing my genetic information with companies that do not have a
clear Privacy Policy;
B. If necessary, | will only perform genetic tests in verified and certified
What security laboratories;
13 | measures do you C. I try not to share genetic information in public places and networks to

prevent accidental leaks;

D. | use strong passwords and two-factor authentication for registrations
associated with genetic information;

E. | participate in genetic information security education programs to learn
more about the potential risks.
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Table 4 — Questions about laws and technology in protecting personal information

Ne

Questions

Answers

Do you think the current

A. Yes, | am sure that the current laws adequately protect citizens from
DNA theft;

B. Yes, but some aspects of the legislation need to be tightened;
C. I'm not sure, because | don't have detailed information about the laws

8 laws adequately protect | .7".. . )
. » | in this area;
citizens from DNA theft D. No, I think the laws do not provide sufficient protection and it is
necessary to make changes;
E. It is difficult to say, | do not know the current laws regarding DNA theft.
A. Yes, | believe that strengthening measures is an important step to
ensure the safety of citizens ' genetic data;
, B. It is possible, but it is necessary that there be a balance between
Do you think , security and the protection of civil liberties and rights;
9 gﬁgﬁlrgrgtfg;(]ga%zr;mes C. I'm not sure because | don't know the full extent of the measures
measures to prevent taken to prevent DNA theft;
DNA theft? D. No, I think the current measures are sufficient and their strengthening
can disrupt individual freedoms;
E. It is difficult to say, because | do not have enough information about
measures in this area.
A. Technologies play a key role in preventing DNA theft and ensuring the
security of genetic data;
B. Technological innovations can significantly improve DNA theft
How do you assess the | getection, but broader standardization needs to be done;
12 role of technalogies in C. Technologies can be useful in preventing DNA theft, but legal and

preventing and detecting
DNA theft?

ethical considerations are also important;

D. Technological solutions provide certain protection, but at the same
time, attention should be paid to education and awareness of the threat;

E. | don't know about DNA theft prevention technologies.

Table 5 — Questions about the ethical reliance on and discussion of DNA theft in society

Ne

Questions

Answers

10

What are your views on
the ethical aspects of
DNA collection and use
in society?

A. The collection and use of DNA must strictly comply with ethical
standards, taking into account the privacy and consent of the person;

B. It is important to balance scientific and medical goals with respect for
privacy and rights;

C. Ethical considerations are fundamental and the collection and use of
genetic information must be carefully regulated;

D. It is necessary to strengthen ethical standards and regulations to
prevent the abuse and violation of privacy;

E. Wider public dialogue and participation is needed in the development
of ethical standards in this area.

11

Do you think the public
should widely discuss
DNA theft and its
consequences?

A. Yes, public discussion of DNA theft is important to raise awareness
and develop effective protection measures;

B. It is possible, but it should also be borne in mind that the discussion
does not cause panic and does not lead to unjustified unnecessary
security measures;

C. | do not know how widespread and relevant the problem of DNA theft
is for society;

D. No, | think this is a problem that should be solved by specialists and
legislators, and not by ordinary people of society;

E. It is difficult to say because | do not have enough information about
the scale of the problem and public opinion.
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The following conclusion can be drawn from
this: a small proportion of respondents are
concerned about the security of their genetic
information, even if the majority of them consider
DNA theft dangerous. The rest of the respondents
are not interested in this topic (Fig. 1).

The next group of questions has several
answers. About the consequences that can occur
when DNA is stolen: 42% chose the answer as
dissemination of personal information as the main
answer, 46% chose the question about the
occurrence of discrimination in employment, 61% of
respondents say that a person uses genetic
information for fraud, 47% of respondents believe
that a person suffers mental consequences, and
46% of respondents believe that there may be
difficulties in personal relationships. In another
question, the respondents' most preferred answer
as the abusers' motive: 52% of respondents ethnic
or racial discrimination, 52% of respondents selling
stolen genetic information on the black market,
using DNA in medical research without consent
50% of respondents, 41% of respondents disclose
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Question Ne4

genetic information to gain extortion benefits, and
41% of respondents to obtain stolen information for
use 43% of respondents chose. On the issue of
security measures: 52% of respondents do not
share their genetic information on websites, 53% of
respondents only conduct screenings at certified
facilities, 41% of respondents do not share personal
information in public places, 36% of respondents
use two-factor identification and 14% of
respondents participate in programs about possible
risks. It can be concluded that most respondents
have heard about DNA theft issues and know how
to protect themselves from threats (Fig.2).

When asked about laws sufficiently protecting
citizens from the consequences of DNA theft: 21%
of respondents are fully confident in the law, 20% of
respondents believe that some aspects of the law
need to be tightened, 23% are not confident, 17% of
respondents do not know about the laws, and the
remaining 19% believe that the laws do not protect
enough. Government agencies on the issue of
strengthening measures to prevent DNA theft: 33%
of respondents need reinforcement, 31% believe

21

Question Neo5

Figure 1 — Answers to questions about the challenges and risks of DNA theft
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Figure 2 — Answers to questions about the perpetrators' motives in stealing DNA, the resulting

consequences and defenses
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Figure 3 — Answers questions about strengthening laws to protect personal information, role of technology

in protecting DNA from theft
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Figure 4 — Responses to questions about ethical leanings and discussion of DNA theft in society

there needs to be a balance between citizen rights
and ethical considerations, 15% express distrust,
and 8% believe strengthening laws violates
personal freedom, 13% believe respondents can
answer the question with little information.

On the role of technology in preventing DNA
theft: 34% of respondents say that technology plays
a key and important role, 20% believe that
technology should be standardized, 14% of
respondents believe that law and ethics should be
considered, 9% believe that possible risks should
be considered, 23% find it difficult to answer this
question. From this we conclude that most of the
respondents are not sure about the protection of
their genetic information in the laws, so we propose
to tighten the rules (Fig. 3).

On the reliance on ethical aspects of DNA
collection and use: 43% of respondents believe that
ethical standards should be strictly enforced, 25%
insist on respect for privacy and citizens' rights,

Meouyuna u sxonoeus, 2025, 4

12% of respondents believe that the collection of
genetic information requires careful consideration,
8% of respondents need to strengthen the rules to
avoid violations, 12% of respondents introduce an
ethical standard believe that public involvement is
necessary. About the discussion of DNA theft and
its consequences in society: 46% of respondents
believe that DNA theft should be widely discussed
in society, 17% disagree completely because they
think there may be unnecessary panic in society,
17% do not know how widespread and relevant the
problem of DNA theft is to society, only 7% of
respondents are general public and refuse to hold
discussions about DNA theft because this issue
needs special experts to share their opinions, and
13% of respondents find it difficult to answer
because they have little information about DNA
theft.

Most respondents believe that ethical issues
are important when collecting information about
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DNA and that the topic of DNA theft should be
widely discussed in society (Fig. 4).
CONCLUSION

In this study, a 13-question survey was
designed to explore public opinion on issues related
to DNA testing and the protection of genetic
information. The survey included questionnaires to
different courses of students, alumni and staff. This
allowed for a comprehensive expression of their
opinions and comments.

The survey shows that the majority of
respondents are aware of DNA testing options and
express serious concerns about the privacy of
genetic information. Many respondents believe that
genetic information should be strictly regulated and
protected from unauthorized use.

One of the main conclusions of the study is
the need for increased awareness of the rights and
dangers of people with genetic information and the
implementation of educational programs. It is
important that society not only becomes a user of
modern technologies, but also actively participates
in the discussion and development of norms and
rules governing their use.

In general, the protection of genetic
information requires the coordination of the
development of technical and legal standards.
Maximizing the use of DNA identification results and
reducing the risks associated with the theft of
genetic information can be achieved through
integrated ways, including technical, legal and
educational measures.

In conclusion, this study contributes to
explaining the complex problems associated with
DNA identification and theft of genetic data and
suggests directions for future research and practice
in the field of genetic information protection.
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Llens. PaccmoTpeHue npaBoBbIXx U 3TUYeckux acrnektoB [OHK-vaeHTudwukaumm n kKpaxu reHeTu-
Yeckon nHdopmMauun, naydeHne MHeHns ctygeHtoB HAO «TopailrbipoB YHUBEPCUMTET» O BO3MOXHbIX PUC-
Kax Kpaxxu reHeTnyeckon nHpopmaumu.

Mamepuarnbsi u Memodsi. Bbin NpoBegeH oNpoc AN U3y4yeHns 0CBEAOMIIEHHOCTU U MHEHUS CTYAEH-
TOB MO Npobrnemam Kpaxu reHeTudeckon nHdopmaumm n BO3MOXHbIX ee nocneacTsmn. 3agayn BKOYanm
B cebsa onpefeneHne ypoBHsi 3HaHUM 0 meTodax maeHTudukauum OHK, oueHky 6ecrnokoiicTBa no noBoay
Kpaku Unm 3noynoTpebneHnst reHeTn4eckon nHdopmMaumen, a Takke NoHUMaHue obLEeCTBEHHOro MHEHNS
B OTHOLUEHWUM Mep 3allMTbl FeHEeTUYECKON KOH(MAEHUNanbHOCTM U 3aKkoHoA4aTenbCcTBa. ATM BOMPOCHI MO-
MO onpefenuTb He TOMbKO 3HaHUA U NOHUMaHWe PecrnoHAEHTaMu reHeTUYECKUX KOHUEeNUWUn, HO 1 NX
OTHOLUEHME K BONPOCaM HEMNPUKOCHOBEHHOCTU YACTHOW XWU3HWU, 3TUKU M PErynMpoBaHUS UCMNOSb30BaHNS
reHeTunyeckon nHdopmauun. B onpoce Ha Temy «MpgeHtndukauus AHK n kpaxa reHeTudeckon nHgopma-
uuuny» NpuHanu yyactue 103 pecnoHaeHTa, n3 KoTopblix 96% cTyaeHToB U 4% BbINYCKHUKOB « TopanrbipoB
YHUBEPCUTET», TO €CTb COTPYAHMKW, KOTOPbIE B NEpVOA NpoBedeHus nccnegosaHns pabotanu B pasnuy-
HbIX YYpEeXaeHMaX ropoga.

Pesynbmamel u obcyxd0eHue. Pe3synbTaTbl Nokasanu, BO-NepBblX, BbICOKUA YPOBEHb OCBEAOMITEHHO-
CTK O NoTeHuuanbHbIX puckax kpaxu OHK, 4To nogyepkuBaeT akTyanbHOCTL 3ToW Npobnemsl B obLiecTse.
Bo-BTOpbIX, MOMOBMHA PECNOHAEHTOB Bbipa3uia 06€CnoOKOEHHOCTb BO3MOXHOCTBLIO 3110ynoTpebneHus ceo-
el reHeTM4eckon MHdopMaLmen U nogaepxana BBeAEHUE CTPOrnx Mep Ge3onacHoOCTV Ans 3aLnTbl UX
KOH(pmaeHunaneHoCTU. B-TpeTbux, GONbLUIMHCTBO PECMOHAEHTOB BbIPa3nn rOTOBHOCTb MPUHATH Mepbl
NpegoCTOPOXHOCTU, TakMe Kak 3alimTa NMMYHOW MHopMauumn 1 ncnonb3oBaHne 6e3onacHbIXx MeTo40B Xpa-
HeHusi o6pasuos OHK.

Bbig0o0bi. Pe3ynbTaTbl NogYepKMBaAOT HEOOXOANMOCTb pa3paboTkn 3hPEKTUBHOM NONUTUKM U 3a-
KOHOAAaTenbCTBa AfNsl MUCMONb30BaHUSA reHeTudeckon nHdopmaumm n cbopa obpasyos AHK ans sawmthbl
NNYHOW NHopMaLMN.
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3epmmey makcambl. OHK-moeHTUUKAUMACBHIHBIH, X8HEe TreHeTuKanblK aknapaTtTbl ypriaygbiH
KYKBIKTBIK >KOHE 3TUKanblK acnekTinepiH KapacTblpy, TOpanfbipoOB YHUBEPCUTETI CTYOEHTTEpPIiHIH
reHeTuKanblK aknapaTTbl ypriayablH bIKTUMan Kayintepi Typanel nikipnepiH 3epTTey.

Mamepuandap xoHe 8adicmep. 3epTTey yWiH cayanHama KypacTtbipbingbl. Byn cayanHama
TakblpbINKa KaTbICTbl CTYAEHTTEPAH Xabapaapnbifbl MEH NikiprepiH 3epTTey YLWiH Xypridingi. MingeTtTepre
OHK cevikecTeHaipy aaicTepi Typansel 6iniM geHreniH aHbikTay, KackyHeMAepAiH reHeTukanblK aknapaTtThbl
yprnay Hemece Tepic nampanaHy Typarbl KOPKbIHbIW MeH anaHgaylwbinbifblH GaFanay, reHeTukanbik
KYNUANbIbIKTEI KOpFay LWapanapbl MeH 3aHHamMara KaTbICTbl KoFamAblK Mikipai TYCiHy Kipedi. byn cypakrap
pPECNOHAEHTTEPAIH reHeTUKanblK KOHULenumusnap Typansl BiniMi MeH TYCiHiriH faHa emMec, COHbIMEH KaTap
ornapfblH XeKe eMipre Kon CyfbifiMayLUbIfbIK, 3TUKA X8He reHeTuKarnblK aknapaTTel nanganaHygbl pettey
MacernernepiHe KaTblHacbliH aHblkTayFra kemekTtecTi. «[QHK noeHTndmkaumnsicel xxoHe reHeTUKanbIK aKknapaTtThbl
ypnay» TakblpblOblHOaFbl cayanHamara 103 pecnoHaeHT katbicTbl. OnapapiH iwiHae 96 % cTygeHTTep, an
kanfaH 4% TopanfelpoB yHUBEpPCUTETIHIH BiTipyLwinepi, SFHU Kasipri ke3ge kanaHblH TYpri MekemenepiHae
XKYMbIC ICTENTIH Kbl3MeTKepnep.

Hamuxenep xoeHe marnkbinay. Hotwxkenep, OipiHwigeH, OHK ypnbifbiHbIH bIKTUMan kayintepi
Typanbl xabapaapnblKTbliH KOfapbl OeHreni Gap, Oyn koramga Oyn MaceneHiH e3ekTiniriH kepceTeni.
ExiHWigeH, pecnoHAeHTTEPAIH XKapTbICbl ©34EPiHiH reHeTUKanbIK aknapaTtbliH Tepic nanganaHy MyMKiHAiriHe
anaHgaywbinblk 6ingipai )XeHe onapAblH XXeke eMipiH KopFay YLWIiH KaTaH Kayincisgik wapanapbiH eHrisyai
kongagbl. YWiHWi HaTWXe pecrnoHAEHTTEpAiH Kenwiniri xxeke aknapaTTbl Kopfay >xaHe [HK ynrinepin
cakTaydblH Kayincia aaicTepiH namganaHy CUsikTbl CaKTblK LlapanapblH Kabbingayra ganblH eKkeHOiKTepiH
Gingipai.

KopbimbiHObI. HaTwxenep reHetTukanblk aknapatTbl nanpganaHy xoHe [OHK ynrinepiH >xuHayabiH
KeKe aknapaTtTbl Kopfay YLWiH TMiMAI casicaT NeH 3aHHaMaHbl 83ipney KaxeTTiniriH kepceTeai.

Kinm ce3dep: OHK-naeHTuunkaumsacel; reHeTUKanbIK aknapaT; aknapaTtTbl ypray; Kofam; bikTumarn
Kayintep
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